
CellTrust Stacked Capture

SECURE & COMPLIANT MOBILE

Key benefits:
• iMessage is disabled for enhanced 

compliance

• Full functionality of the SL2 Enterprise 

Capture app

• Native SMS messages are captured by 

the network carrier

• 100% capture of all text/SMS 

communication channels on the device

CellTrust Carrier Capture

FINRA | SEC | CFTC | DFA | GLBA | SOX | IIROC | FCA | MiFID | HIPAA | FOIA

SL2 App Capture

Enhance compliance protection and lower risk
To elevate compliance and reduce regulatory risk, many organizations deploy CellTrust’s Stacked Capture 
solution as a core part of their Corporate Liable device strategy, ensuring comprehensive message 
capture and peace of mind.

Why choose a Stacked Capture solution for COBO?
If your organization is implementing a COBO Corporate Liable mobile communication strategy, CellTrust’s 
Stacked Capture solution offers powerful advantages you shouldn’t overlook.

Capture 100% of all text/SMS/MMS on the device
CellTrust’s Stacked Capture deploys both App Capture and Carrier Capture on the same device on the SL2 
Enterprise platform to capture 100% of all text/SMS/MMS.



Spend 15 minutes with one of our solutions engineers to explore adding CellTrust Stacked Capture 
to your mobile communication compliance strategy. Let’s get started!

+1-480-515-5200, sales@celltrust.com or www.celltrust.com
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iMessage can be fully disabled
With Mobile Device Management, iMessage can be fully disabled, closing a major gap in mobile compliance. This strategy also allows users to take 
advantage of the SL2 app’s rich user and compliance feature set, capabilities not available through the device’s native messaging app.

The key advantage?
Every message is captured, no matter which app is used, ensuring enhanced coverage and compliance without compromising user choice or 
experience.

App Capture = texts and messages sent over a separate phone number assigned to the SL2 App are captured
Carrier Capture = SMS/MMS messages sent through the carrier network are captured
Stacked Capture = App Capture + Carrier Capture ensures SL2 app texts, messages and the device’s native SMS/MMS are captured
BYOD = Bring Your Own Device
COPE = Corporate Owned Personally Enabled
COBO = Corporate Owned Business Only

Features:
Direct network carrier capture

Sent to Enterprise Information Archiver (EIA) for retention

Mobile Device Management/ Mobile Application Management

Disablement of iMessages with MDM

Text message disclaimers

Consent module

Media content restrictions

WhatsApp messages

Microsoft Teams messages

Voice call/Recording

Ethical wall (communication barrier)

Content moderator

Message or conversation deletion record

App-to-App secure communication

Delivery receipts

Business signature

Out of Office auto reply

Dispatch messaging

Multiple Mobile Business Numbers (MBNs)

SL2 App Capture
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