
SL2™ for Microsoft Intune

SECURE & COMPLIANT MOBILE

Features and Benefits:
• Mobile capture

SL2 mobile data, text/SMS, images, files, 
WhatsApp, and voice (optional)

• Optional integration with WhatsApp

• Optional integration with Microsoft Teams 

• Optional integration with SL2 Private AI

• Separates work and personal
a dedicated Mobile Business Number to separate 
personal and work data

• Compliance
SL2 supports recordkeeping, supervision, 
archiving, and eDiscovery requirements

• App protection policies
IT can set policies to protect enterprise data 
within the app

• Data control
IT can control where enterprise data in the app 
can be moved

• Clipboard restrictions
IT can configure clipboard behaviour

• Data encryption
IT can enforce data encryption 

• Remote wipe
IT can remotely wipe enterprise data from the 
SL2 app

• Managed browser enforcement
web links in the app can be forced to open in a 
managed browser

• PIN policy
IT can enforce a PIN policy 

• Authentication with Single Sign-On integration
IT can require users to sign in with their work 
account 

Safeguard client data within the trusted Azure Cloud
SL2 integrated with Microsoft Intune enables a rich set of mobile application protection 
policies to safeguard client data within the trusted Azure Cloud, helping to protect enterprises 
against cyber attacks.

The SL2 Enterprise Capture platform and Microsoft Intune deliver a complete mobility solution 
for enterprises to take control of their devices, applications and mobile communication. The 
SL2 app resides within the Microsoft Intune container, which provides advanced controls for 
organizations to monitor and manage BYOD and COPE deployments. At the same time, SL2 
delivers secure mobile voice and messaging in support of industry regulations and IT protocols 
to fully empower the mobile workforce. SIM cards or VOIP voice are available.

Integrating with Microsoft Intune enhances security and manageability features within the 
productive and trusted Azure cloud platform with increased endpoint security, Enterprise App 
Management and Endpoint Privilege Management.

Seamless and secure from mobile to desktop. Access CellTrust SL2 Enterprise Capture via browser on any device for 
both messaging and calling. You can use one device to send and another to respond simultaneously.

FINRA | SEC | CFTC | DFA | GLBA | SOX | IIROC | FCA | MiFID | HIPAA | FOIA



Empower IT and compliance teams with complete control
Microsoft Intune and SL2 Enterprise Capture empower your IT and compliance teams with comprehensive control to manage and 
safeguard enterprise data within the SL2 app. Endpoint management and workflows are unified reducing complexity and security 
operations with a streamlined, easy-to-deploy platform, teams can:

• Instantly set and update app protection policies 
• Control how and where data can be shared or moved 
• Lock down clipboard actions to prevent data leakage 
• Monitor and correlate voice, text, and chat activity for full traceability, enforcement, and eDiscovery 

Enterprise grade security, built in
All data saved within the app is automatically encrypted by Microsoft Intune. For added security, web links can be configured to open 
exclusively in Microsoft Edge via managed browser enforcement.

Seamless access, robust protection
Enforce Single Sign-On (SSO) authentication so users log in using their work credentials. Strengthen app access with mandatory PIN 
policies, ensuring only authorized users interact with enterprise data.

Control beyond the device
Lost device? Employee offboarding? No problem. IT administrators can remotely wipe enterprise data from the SL2 app at any time—
safeguarding your enterprise data.

Take advantage of the scalability, reliability, and agility of Azure
CellTrust SL2 for Intune is engineered on Microsoft Azure utilizing Microsoft Defender for Cloud, Microsoft Sentinel and Microsoft Entra 
ID. Now available in the Microsoft Azure Marketplace, enterprises worldwide now gain access to SL2 for Intune to take advantage of 
the scalability, reliability, and agility of Azure to drive application development and shape business strategies.

Easily integrates with the leading archiving technologies
CellTrust delivers out-of-the box integration through strategic partnerships with the leading global Enterprise Information Archiving 
(EIA) technology providers to manage, validate, trace and archive SMS/text, chat, voice (optional) and multimedia messages in 
support of eDiscovery and regulatory compliance.

Reach out so that our experienced team can demonstrate how our market-leading mobility solutions 
can empower your enterprise with secure, compliant BYOD, COPE and COBO mobile communications.

Let’s get started! +1-480-515-5200, sales@celltrust.com or www.celltrust.com/SL2
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