
Take control of business communications by encrypting, tracking and 
archiving all voice and text messages. 

As workforce mobility becomes more prevalent due to the flexibility and productivity 
it enables—so do threats to corporate assets, privacy, confidentiality and regulatory 
obligations—specifically with the rise of BYOD and need for smarter controls. That’s why 
organizations turn to CellTrust SecureLine™, which offers voice and text messaging that can 
be secured, archived and traced.

Secure messaging – efficiently stamp, track, log and archive text 
messages

Mobile device use for work is a growing concern among employers, specifically 
texting, which is favored by most employees for its convenience and immediacy. 
That’s why compliance leaders rely on CellTrust SecureLine to protect, archive and 
assure delivery of their employees’ business text messages.

Compliance: All text communications made using the app are time and date 
stamped, tracked, logged and archived for eDiscovery and retention in support of 
compliance.

Secure messaging: A mix of server registration, multi-factor authentication and AES 
encryption, featuring unique dynamic keys and full key lifecycle management.

Critical messaging: Ability to override the silent mode of a device for urgent 
messages.

Message status: Know when a message has been delivered, opened and deleted.

Discreet message lifespan: Define the duration of a sent message’s availability and 
storage on the receiving device through the app.

Extended message size: Up to 5,000 characters by default through the mobile 
control channel and unlimited characters when messages are sent  
through data.

The CellTrust SecureLine App:
• Assigns a separate Mobile 

Business Number to the device

• Features a separate SMS inbox, 
contact list and phone log

• Creates a dual persona, 
so personal and business 
communications are always 
kept separate

• Is available on both Android™ 
and Apple iOS™ devices

CellTrust SecureLine™
The Leading Enterprise Solution 
for Secure Voice and Secure SMS
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About CellTrust

CellTrust is a global leader in collaborative and secure mobile communication with tracing and archiving capabilities and mobile 
aggregation across 200+ countries and over 800 carriers and mobile operators. CellTrust SecureLine archives and protects mobile 
communication content supporting enterprise mobile collaboration, eDiscovery and major global regulatory compliance for 
financial services, government and healthcare. Learn more at www.celltrust.com. 

Secure voice – manage work and personal 
voice calls with confidence

The CellTrust SecureLine app captures all incoming 
and outgoing calls made on the Mobile Business 
Number and provides audio recordings to help meet 
supervision and compliance needs. Now it’s possible 
for businesses to allow employees to bring their own 
device—and be in support of compliance.

Compliance: Ensure calls made to and from the Mobile 
Business Number are in support of SOX, SEC, GLBA, 
HIPAA, and the Dodd-Frank Act in the United States; FSA 
and FCA in the United Kingdom; and MiFID II in Europe.

Secure voice: Powerful AES encryption and 
traceability for highly sensitive calls using Wi-Fi, 3G, 
4G and LTE network protocols for reliability and cost 
savings on roaming.

Single number reach: Redirect calls to any phone 
or device, giving employees the ability to engage in 
secure business calls.

Dual persona: Employees can securely communicate 
with colleagues, partners and clients knowing that 
their personal communications remain untouched. 
Businesses have assurance that corporate assets and 
client contacts are protected.

Split billing: Eliminate mobile device reimbursements. 
Employees manage charges for personal calls, while 
business calls are applied to the company.

Flexible deployment: Deployed as SaaS or in an 
on-premise, customer-hosted environment, CellTrust 
SecureLine operates securely within a variety of 
enterprise MDM/EMM environments.

Archiving – secure reporting, audit trails 
and traceability

To help mitigate risk and respond to eDiscovery and 
compliance, CellTrust SecureLine offers comprehensive 
reporting, audit trails, traceability and archiving. 

Voice archiving: Efficiently and affordably store 
voice conversations, particularly for highly regulated 
industries such as financial services, healthcare and 
government.

SMS archiving: Keep electronic records of text 
messages ahead of regulatory audits.

Reporting: Leverage administrative access in order 
to audit content, receive intrusion reports and follow 
audit trails.

The following industries benefit from 
CellTrust SecureLine

Financial Services: Allows your vast network of 
financial services professionals to engage in secure 
mobile business conversations while adhering to 
regulatory requirements.

Healthcare: Eliminates the risk associated with weak 
signals and archaic callback scenarios with secure, 
next-generation paging capabilities.

Government: Secures sensitive data, protects internal 
information and ensures staff privacy in accordance 
with federal, state and local regulations.

CellTrust is ready to help. Learn how you can secure your mobile business 
communications to reap the full benefits of BYOD.
• Comply with regulatory requirements
• Protect and archive sensitive data
• Empower the mobile workforce
Contact us today at 888-515-5201 or www.celltrust.com/secureline, to get started.


